KOLEJ

IGS

BRUNEI
DARUSSALAM

CERTIFIED SECURE
COMPUTER USER

The LSCU curriculum is designed to educate computer users on the maore
practical aspects of networking and security, allowing them to expand their
computer skills, Students will develop a foundational understanding of a
variety of computer and network security concerns, including identity theft,
credit card fraud, online banking phishing scams, malware, loss of sensitive
information, and social engineering. This certification is an excellent
complement to educational offerings in the domain of security and
networking.

This course!is specifically designed for today's computer users who use the
internet and the WWW extensively to work, study and play

3 days [Min 20 hours)

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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EC-COUNCIL CERTIFIED
ENCRYPTION SPECIALIST

The EC-Council Certified Encryption Specialist (ECES] program introduces
professionals and students to the field of cryptegraphy. The participants will
learn the foundations of modern symmetric and key cryptography including
the details of algorithms such as Feistel Functions, DES, and AES. ECES
provides necessary skKills to perform effective deployment of encryption
technaologies. It is a comprehensive course covering various algorithms, the
key concepts behind those algorithms.

Penetration Testers and Computer Faorensics Specialists. Cloud Security architects,
designers, and developers. Anyone involved in selecting and implementing VPNs or
digital certificates, Information Security Operations. Anyone involved in developing
Uperating Systems, Cryptography Systems, Blockchain based solutians, etc.

3 days [Min 20 hours])

REGISTER NOW

GET STUDENT DISCOUNTED PRICE'
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NETWORK DEFENSE
ESSENTIALS

Network Defense Essentials covers the fundamental concepts of information
security and network defense. This introductoryseybersecurity course is
designed for today's entry-level information security or cybersecurity careers
and (s ideal for learners aspiring to pursue a career in cybersecurity. The
course gives a holistic overview of the key components of Information
Security.

High Schoal, College, University Students and Profesisonals with basic I'T'knowledges
and literacies.

5.5 days [Min 40 hours]

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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ETHICAL HACKING
ESSENTIALS

Ethical Hacking Essentials is an introductory cybersecurity course that covers
ethical hacking and penetration testing fundamentals and prepares learners
for a career in cybersecurity. This course will introduce fearners to computer
and network security concepts such as threats and vulnerabilities, password
cracking, web application attacks, IoT and OT attacks, cloud computing,
pentesting fundamentals, and maore.

High Schoal, College, University Students and Profesisonals with basic I'T'knowledges
and literacies.

5.5 days (Min 40 hours])

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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DIGITAL FORENSICS
ESSENTIAL

Digital Forensics Essentials helps learners increase their competency and
expertise in digital forensics and information seeurity skills, thereby adding
value to their workplace and employer. This course will introduce learners to
Computer Forensics Fundamentals as well as the Computer Forensics
Investigation Process. Plan to learn about Dark Web, Windows, Linux,
Malware Faorensics, and so much more!

High Schoaol, College, University Students and Profesisonals with basic I'T'knowledges
and literacies.

5.5 days [Min 40 hours]

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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CERTIFIED CYBERSECURITY
TECHNICIAN

The Certified Cybersecurity Technician (C{CT] is an entry-level cybersecurity

program created by EC-Council, the creator of.the Certified Ethical Hacker
(C|EH) certification, to address the global demand fora gualified
cybersecurity workforce. EC-Council developed the C|CT to provide
individuals starting their careers in [T and cybersecurity with a certification
that validates their hands-on technical skills.

The course is especially well suited to: 1) Early-career IT professionals, IT'managers,
career changers, and career advancers. 2] Students and recent graduates.

5.5 days [Min 40 hours]

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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CERTIFIED NETWORK CND
DEFENDER e e v

Maore than 50% of the C[ND course contains hands-on labs dedicated to
helping students learn practical skills in live ranges designed to cover
domains such as Network Defense Management, Network Perimeter
Protection, Endpoint Protection, Application and Data Protection, Enterprise
Virtual, Cloud, and Wireless Network Protection, Incident Detection and
Response and Thread Prediction which will provide network administrators
real-world expertise that can be applied to current network security
technologies and operations

Recommended for individuals who have fundamental knowledge of networking
concepts. It will also help individuals from the below mentioned job roles progress
further in their career: Network Administrators, IT Administrators, Network
Engineers, Data Analysis, Network Technicians

5.5 days (Min 40 hours]

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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CERTIFIED ETHICAL
HACKER

Certified Ethical Hacker will teach you the latest commercial-grade hacking
tools, technigues, and methodologies used by-hackers and information
security professionals to lawfully hack an organisation. E}EH is divided into 20
modules and delivered through a carefully curated training plan. As you
progress through your training, each module offers extensive hands-on lab
components that allow you to practice the techniques and procedures taught
in the /program in real-time on live machines.

CEH is a great place to start your career in Cyber Security, but you are reguired to
have some requisite knowledge before getting into CEH. It's recommended you have
a minimum of 2 Years in [T Security experience before attempting CEH.

5.5 days (Min 40 hours)

REGISTER NOW

GET STUDENT DISCOUNTED PRICE!
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